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C O M P L I M E N T A R Y  S E R V I C E S

DARK WEB 
MONITORING

Using Dark Web Monitoring tools, our threat intelligence team identifies if and when your 
organisation’s data is shared on the dark web. If detected, we notify so appropriate action 
can be taken.

REAL-TIME THREAT 
NOTIFICATIONS

Real-time monitoring of cyber threat intelligence to provide businesses with early 
notifications of detected exploitable vulnerabilities.

CLAIMS 
ONBOARDING

A one-hour introductory session to meet our Claims & Incident Response team, establish 
preferred vendors (whether from our panel or your own) & provide clarity around the claims 
and IR process.

BOARD EDUCATION A one-hour board presentation to support CISOs (or similar) in elevating critical cyber 
discussions at a board level on an annualised basis. The content will be tailored to address 
your organisation’s specific security priorities & board interests, ensuring meaningful 
engagement and strategic alignment.

CYBER RISK 
INTELLIGENCE 
REPORT

A Quarterly Cyber Risk Intelligence Report, expertly analysed by a cybersecurity specialist, 
and the opportunity to discuss key findings directly with the analyst. This comprehensive 
assessment reveals how your organisation’s digital infrastructure appears to external 
parties through careful examination of publicly observable technical indicators, providing 
critical visibility into your organisation’s security posture.

TAILORED SECURITY 
CONSULTATION

An advisory session of up to five hours, tailored to support everything from detailed control 
implementation to strategic, CISO-level cybersecurity consulting.

RANSOMWARE 
RESILIENCE REVIEW

A one-hour advisory session designed to evaluate the effectiveness of your organisation’s 
cyber controls in preventing and responding to ransomware threats. The engagement 
includes a written evaluation outlining key findings and recommendations, followed by a 
one-hour debrief to review the results and address any questions.

or

A one-hour advisory session designed to support your organisation in planning an effective 
internally facilitated ransomware tabletop exercise. This session provides expert guidance 
on scenario design, stakeholder involvement, and key decision points to simulate realistic 
ransomware threats. You’ll receive a written set of planning recommendations and best 
practices, followed by a one-hour consultation to walk through the proposed approach, 
answer questions, and ensure alignment with your organisation’s risk profile and cyber 
maturity.

POST-LOSS 
ADVISORY
SERVICES & CYBER
MATURITY 
ASSESSMENT

Support to help your organisation work through the remediation recommendations provided 
by digital forensic experts following a covered cyber event or system failure and assist your 
organisation with determining what to prioritise and the resources necessary to execute (e.g. 
getting additional funding from your board).

Once the remediation recommendations have been completed, you can undertake a 
Cyber Maturity Assessment “CMA” which will provide your organisation with a deeper 
understanding of your organisation’s current controls in place, the risks your organisation 
faces and establish a pathway to greater cyber resilience beyond the digital forensic 
remediation recommendations implemented.


